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Abstract. The rise of cookie paywalls (‘pay-or-ok’ models) has prompted
growing debates around the right to privacy and data protection, moneti-
sation, and the legitimacy of user consent. Despite their increasing use
across sectors, limited research has explored how users perceive these
models or what shapes their decisions to either consent to tracking or
pay. To address this gap, we conducted four focus groups (with n =
14 participants) to examine users’ perceptions of cookie paywalls, their
judgments of fairness, and the conditions under which they might con-
sider paying, alongside a legal analysis within the EU data protection
legal framework.

Participants primarily viewed cookie paywalls as profit-driven, with fair-
ness perceptions varying depending on factors such as the presence of
a third option beyond consent or payment, transparency of data prac-
tices, and the authenticity or exclusivity of the paid content. Partici-
pants voiced expectations for greater transparency, meaningful control
over data collection, and less coercive alternatives, such as contextual
advertising or “reject all” buttons. Although some conditions, including
trusted providers, exclusive content, and reasonable pricing, could make
participants consider paying, most expressed reluctance or unwillingness
to do so.

Crucially, our findings raise concerns about economic exclusion, where
privacy and data protection might end up becoming a privilege rather
than fundamental rights. Consent given under financial pressure may not
meet the standard of being freely given, as required by the GDPR. To
address these concerns, we recommend user-centred approaches that en-
hance transparency, reduce coercion, ensure the value of paid content,
and explore inclusive alternatives. These measures are essential for sup-
porting fairness, meaningful choice, and user autonomy in consent-driven
digital environments.
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1 Introduction

The shift from free digital content to paid models has triggered significant de-
bate, particularly concerning the ‘pay-or-ok’ model (also known as cookie pay-
walls)lﬂ ‘Pay-or-ok’ models, as conceptualised by the European Data Protection
Board (EDPB) [II] can be defined as models where a data controller offers
data subjects a choice between at least two options in order to gain access to
an online service that the controller provides. The data subject can either 1)
consent to the processing of their personal data by tracking technologies for a
specified purpose, generally, or for behavioural advertising purposes; or 2) decide
to pay a fee and gain access to the online service without their personal data
being processed for behavioural advertising purposes. Meta’s ‘pay-or-ok’ model
implemented in 2023, giving users the choice between consenting to the use of
Facebook and Instagram with targeted ads or paying a monthly subscription for
an ad-free service [9], was recently considered unlawful under the Digital Mar-
kets Act (DMA). It was determined that those users who do not consent must
have access to a less personalised but equivalent alternative [I3]. ‘Pay-or-ok’ used
to be but are no longer confined to news websites (still amounting to 21.4% of
websites); they have expanded across a broad range of categories, including busi-
ness (7.7%), technology (7.3%), and are increasingly appearing in areas closer to
our everyday lives, such as entertainment (4.6%), health and medicine (2.7%),
leisure and recreation websites (3.6%) [45].

Moreover, the use of this model is becoming prevalent in the EU. Although
this model is mostly present in Germany, which hosts 633 of the 805 websites
detected by Stenwreth et al. [45], other EU countries such as France (38 detected
websites), Spain (33), Italy (29), and Austria (26) were also reported to host such
models [45].

A growing body of research has examined consent banners, particularly fo-
cusing on their prevalence and compliance [4TJ6ITOITRITIA7I3TI30], user’s percep-
tions [1612427I3748T0I22], and their relation to deceptive designs (also called
dark patterns) [I7/442840J30/37U2613]. In contrast, ‘pay-or-ok’ models have re-
ceived comparatively less attention. Existing studies have primarily addressed
their prevalence [34J33l39] and lawfulness [34/33I9/420/11]. To the best of our
knowledge, only one study reported that 99% of users consent to targeted ads [35].
However, no prior research has explored the decision-making processes users en-
gage in when faced with these binary choices of ‘pay-or-ok’; nor the underlying
factors influencing their decisions.

Considering this gap, this paper investigates users’ perceptions and expecta-
tions of cookie paywalls, and explores whether certain factors might ultimately
encourage them to pay — as the payment decision could enhance the protection
of their personal data and right to privacy, demonstrate the validity of consent,
and could financially benefit publishers [35]. We defined two research questions
(RQs) to guide our research:

4 In this paper, the terms ‘pay-or-ok’ and cookie paywalls are used interchangeably.
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RQ1 How do users perceive the objectives behind cookie paywalls, the choices
they present, and what they expect from them?

RQ2 What factors influence users’ decisions to either pay or consent when faced
with a cookie paywall, and how do these factors impact their decision-making
process?

To address our RQs, we conducted a series of four online focus groups with a
total of n=1/ participants to explore the mental models of users towards cookie
paywalls, through a contextualization supported by scenarios and mockups.

Our research reported in this paper makes the following contributions to the
literature:

— We provide the first in-depth qualitative study of users’ perceptions
of cookie paywalls, offering rich insights into how users understand their
purpose, including perceived motivations such as monetisation, legal com-
pliance, or data protection and privacy.

— We reveal how users’ perceptions of fairness are highly conditional
on exogenous and hypothetical scenarios — they deemed cookie pay-
walls fair if transparent, with authentic content, and considering they could
exit that website — but often leading to conflicting but deeply reasoned judg-
ments.

— We identify key decision-making factors potentially influencing whether
users choose to pay, consent, or exit the websites exposing them to cookie
paywalls, including exclusive content, pricing, and trust in providers; al-
though ultimately, no killer feature would lead users to pay.

— We contribute user-centred and policy recommendations, including
calls for greater transparency, the inclusion of meaningful alternatives (e.g.,
contextual ads and a “reject all” option), and mechanisms to ensure content
authenticity, while raising critical questions about the ethics and lawfulness
of consent in economically constrained contexts, and ultimately, about the
legitimacy of this model.

By exploring these dimensions, our study offers practical, legal insights for
platform designers, regulators, and policymakers seeking to align digital consent
mechanisms with user expectations, legal requirements, and fairness in practice.

2 Methodology

We addressed our research questions through four online, 90-minute focus groups
run on Zoom between November 2024 and January 2025, plus one pilot session.
Focus groups are a widely used method in Human-Computer Interactions rely-
ing on qualitative analysis with few participants [25]. They can provide deeper
insights than quantitative methods (such as surveys), while being less labour-
intensive than individual interviews. They also present “a broad range of view-
points and insights”, and “can help overcome many of the shortcomings of inter-
views” such as having non-talkative interviewees [25]. For the main focus groups,
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14 adults (FG1 =5, FG2 =4,FG3 =3, FG4 = ﬂ were recruited on Prolific—an
online platform for academic research that offers reliable, pre-screened partici-
pants and advanced demographic filters—under the following criteria: English
fluency, residence in the EU/EEA or Switzerland, and a working microphone;
no prior privacy expertise was required. We did not collect participants’ exact
countries of residence, in line with the principle of data minimisation, as this in-
formation was not necessary for our analysis. Instead, we used Prolific’s screening
filters to ensure that all participants were located in the EU/EEA or Switzer-
land. This approach made it possible to recruit a more diverse sample in terms
of both region and age compared to on-campus recruitment, which would have
been slower and less diverse. Our setup for Prolific filters also yielded a gender-
balanced sample (7 women, 7 men). After consent, participants completed the
demographic questionnaire listed in Appendix [A7T]

Our sample size was modest, and we do not claim to have achieved full the-
oretical saturation, the point where no new themes or insights emerge from ad-
ditional data collection. However, given our focused research aim and consistent
inclusion criteria, we approached code saturation. The rich 90-minute discussions
and iterative team-based analysis provided meaningful exploratory insights.

Table [1] presents an overview of demographic information. Most participants
were young (10/14 were 18-34 years), well-educated (11 held > bachelor’s de-
grees), and came from varied fields, e.g. economics, marketing, early-childhood
care, and computer science. Nine were (self-)employed, three were job-seeking,
and one was a student; half reported earning < € 1335 per month after tax
and 43% earned € 1335-2225 (one non-response). E| Note that the annual me-
dian net income is € 21588 in the EU. |Z| We cannot provide more details on
their economic situations (e.g., the country, cross-checking with age, etc.) due
to anonymity reasons and to follow the data minimisation principle. While all
felt confident using computers, self-reported cookie-banner understanding was
lower: one participant managed banners effortlessly, seven encountered minor
issues, five needed occasional clarification, and one struggled frequently.

Sessions followed Krueger’s guidance [21]. Zoom audio was recorded locally
and transcribed with Amberscript; transcripts were analysed thematically follow-
ing Braun & Clarke’s method [7] (details of our procedure are in Appendix[A.2)).

Ethical considerations: The study was approved by Karlstad University’s eth-
ical advisor (HS 2024/1242) and Chalmers University’s Data Protection Officer.
Data were handled in compliance with the GDPR. Participants used pseudonyms
and disabled cameras during recording. All attendees, including the pilot group,
were compensated. Prolific participants were compensated at €10 (£8.67) per
hour (€15 / £13.00 for 90 minutes), following Prolific’s recommended rate.

5 One focus group had only two participants because three registered participants did
not show up or notify us in advance, making it impossible to reschedule. Despite the
small size, the session still produced valuable insights through active discussion.

5 Currencies have been converted to euros in the paper for consistency.

7 https://ec.europa.eu/eurostat/databrowser/view/ilc_di03/default/table?lang=en
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Table 1: Demographic overview of focus group participants (F: Female, M: Male,
HS: High School)

FG | Age Range Gender |Degree
1 18-24: 2, 25-34: 1, 35-44: 1 F: 1, M: 3| BSc: 2, HS: 2
2 25-34: 3, 18-24: 1, 35-44: 1 :2, M: 3| MSc: 1, BS: 3, HS: 1
3 25-34: 2, 654 1 12, M: 1| MSc: 2, BSc: 1

2 MSec: 1, BSc: 1
17, F: 7| MSc: 4, BSc: 7, HS: 3

F
F:
4 35-44: 1, 25-34: 1 F:
Total | 18-24: 3, 25-34: 7, 35-44: 3, 65+: 1| M

2.1 Course of the focus group

Each session followed a four-steps script: (1) an introductory segment that re-
explained the focus-group format, confirmed oral consent, and set ground rules;
(2) a short briefing on cookie banners and cookie paywalls; (3) an open discussion
to gauge participants’ general perceptions and expectations of cookie paywalls;
and (4) scenario-based discussions using mock-ups. Participants were thanked
and compensated immediately after the session.

Presentation of the context and general discussion. We began by
reminding participants that cookie banners are legally mandated (e.g., GDPR)
and distinguishing personalised from contextual advertising. Next, we defined
cookie paywalls, showed real-world screenshots, and situated them within the
broader ‘pay-or-ok’ model, contrasting Meta’s tracking-permissive subscription
(the pay option only states that personal data will not be used for ads) with a
true cookie paywall that lets users avoid all tracking. Participants then described
(i) their usual reactions to ordinary banners, (ii) any experience with cookie
paywalls (did they pay, accept all cookies, or leave?), and (iii) their views on the
purpose and fairness of paywalls compared with regular banners. The discussion
was open-ended, but prepared prompts kept it on track when needed.

Scenarios and mockups. To probe what shapes willingness to pay, we
showed six Contentpass-style — a leading Subscription Management Platform
(SMP) — mock-ups and asked participants to act as though they had just landed
on the page, choosing to either pay, accept tracking, or leave, and to justify that
choice. Mockups for all scenarios are presented in Figures[Ia]to[Ifin Appendix[A]

Scenario 1 — Tracking & ad-free vs. ad-free only. Baseline design (SEK
30/€ 2.67 per month). At the first step, we compared a full tracking- & ad-free
option with an ad-free-only option.

Scenario 2 — One-click payment. Same price/features as the baseline,
but payment was framed as a single, equally effortless click. We highlighted that
in both options (baseline and one-click), technicalities and trust issues were not
critical (i.e., payment was safe and working).

Scenario 3 — Exclusive content. Paying also unlocked unique material;
participants were encouraged to think of what “exclusive” content would tempt
them.
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Scenario 4 — Cheap price. The fee dropped to SEK 5/€ 0.45 per month,
plus a non-discounted yearly fee (SEK 60 SEK/€ 5.35), so they could weigh
different price points.

Scenario 5 — Transparency on third-party sharing. Banner explicitly
stated data would be sold to “300 + vendors”, whereas the pay option promised
full privacy. Participants were asked to picture a site they already trust, so trust
itself would not dominate responses.

Scenario 6 — Various website types. Four imagined sites, recipes, sports
news, health advice, and e-commerce tested whether data sensitivity or personal
interest changes willingness to pay.

For each scenario, we captured the decision and the stated reasoning, pro-
viding rich material for the subsequent thematic analysis (see Appendix [A.2).

3 Results: user perceptions and decision-making of
cookie paywalls

Our thematic analysis identified four themes (TX: T1 to T4), with three ad-
dressing RQ1 (reported in Sections , and one addressing RQ2 (reported
in Section . An abridged version of the codebook (only presenting the most
important codes discussed in this section) can be found in Table [2| while the
comprehensive codebook can be found in Table [3] in the Appendix. Codes are
labelled as TX.X (e.g., T1.2 represents the second code under the first theme).
Some codes emerged from discussions within specific subsets of focus groups,
indicated in the format TX.X [FGX] (e.g., T1.2 [FG1, FG2|, where FG stands
for Focus Group), while others were present across all focus groups, in which
case the focus group reference was omitted.

We report verbatim comments from participants (PX), comments have been
edited for clarity without altering their meaning.

3.1 Perceptions of cookie paywalls objectives

The first theme related to RQ1 is our participants’ perceptions of cookie pay-
walls’ objectives (T1). This theme shows participants’ perception of service
providers’ objectives for presenting users with cookie paywalls. The most com-
monly perceived objective of cookie paywalls was monetary purposes for the
websites - make money either way (T1.1). The majority of participants
across all focus groups (13 out of 14) believed that, whether users choose to pay
or accept cookies, the website ultimately benefits financially. As P9 (FG2) ex-
plained: their goal is always the same. It’s to make money. It’s to make profit [...].
So either they take your data and use it to make their advertising or databases
more accurate and more efficient, or they get some money from you [...], a direct
monetary compensation. P4 (FG1) also believed that consumers should not be
concerned with how service providers generate revenue and saw cookie paywalls
as just additional money on top.

8 We actively encouraged participants to picture what ‘their’ cheap price was.
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Table 2: Abridged version of the codebook resulting from our thematic analysis.
Themes Codes

T1.1 Monetary purpose for the websites - make money

, .
T1 Users’ perceptions of cither way

ki lls’ objecti s .
coofae paywalls objective T1.2 To maintain users’ privacy

T1.3 To comply with regulations

T2.1 Fair as users are not forced to take any options
T2.2 Fair as nothing comes for free

T2 Perception of fairness of | T2.3 Fair if transparent

cookie paywalls T2.4 Fair if authentic and original content

T2.5 Unfair because forced to make a choice (can’t re-
ject)

T2.6 Unfair as privacy should not be a privilege

T3.1 A third option - Reject all

T3 Expectations of cookie |T3.2 Better ex-ante transparency and control of data
paywalls design practices

T3.3 Additional choice to have contextualized ads only
T3.4 Cookie paywalls should not exist

T4.1 Access to exclusive content/service (regularly)
T4.2 Not paying regardless of the situation

T4.3 Cheap/fair subscription price

T4.4 Not bothered /influenced by ads

T4.5 Get rid of (blocking) ads

T4.6 Feeling of pervasive tracking and data sharing

T4 Factors affecting
behaviour/decisions on
cookie paywalls

T4.7 Perceived manipulation of content/design

T4.8 Trust in the service provider

Nonetheless, participants had differing opinions on whether accepting cookies
or paying would be more beneficial for service providers. For instance, while P11
(FG3) believed that accepting cookies is more beneficial for them: they make
more of that [...] they can create a pattern [...] They can see what you’re in-
terested in [...] by accepting the cookies, you give them way more like valuable
information because they kind of see they can profile you, P1 (FG1) had a con-
trasting view, stating the pay option is a way for the websites to generate a
higher average revenue per user because I think they make more money if you
pay. But I also know that they know that most people are not going to pay. So
they just put the accept all [...] we are going to get targeted ads and they might
make commissions.

To comply with regulations (T1.2 [FG1, FG3]) was another objective
mentioned by three participants; this topic came up less often than monetary
purposes. P4 (FG1) believed that they need to give another option besides accept-
ing the cookies legally speaking. And this may be a way to skirt that responsibility
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or give another option. P11 (FG3) phrased it as the illusion that we have a choice
or something.

To our surprise, maintaining users’ privacy (T1.3 [FG1]) was not an
objective that several participants associated with cookie paywalls, and it was
only briefly discussed in one focus group. As P1 (FG1) expressed, you maintain
privacy. I think it’s about privacy and protecting your data. And you're kind of
paying to protect your privacy. And privacy should be a right. The pay option
was also perceived as a way to meet the needs of certain groups of people who
care about their privacy, as P2 (FG2) put it: [...] some people really care about
privacy. So by giving them an option, maybe there are some users that they will
get to pay that otherwise would just probably leave the site.

3.2 Fairness of cookie paywalls

Another area of discussion, included in the focus group script, was participants’
perception of the fairness of cookie paywalls. Participants had varied
and opposing opinions about the fairness of cookie paywalls. Paywalls were per-
ceived as fair for different reasons and under different conditions. Interestingly,
some participants, P1 and P2 (FG1), and P6 and P8 (FG2), even expressed
contradictory views, perceiving the paywalls as both fair and unfair depending
on contextual factors such as the availability of alternatives or clarity of infor-
mation. Among the 14 participants, 10 referred to aspects that made cookie
paywalls seem unfair, and 8 mentioned reasons for why they found them fair.
These counts include overlaps; several participants expressed both perspectives,
while others only mentioned fairness or only unfairness.

Offering authentic and original content was the most frequently mentioned
justification for the fairness of paywalls (fair if authentic and original con-
tent (T2.4 [FG2, FG3, FG4])). Participants believed that if the content is
original, it cannot be found elsewhere, it is fair to monetize it, as P9 (FG2) put
it: If it’s something they had to put effort and work into, then, of course, it’s
fair that they should have some compensation for their work. P8 (FG2) similarly
stated that if the content is revised or there’s a team behind it and they have
certain quality, it is fair to expect compensation for it.

Some participants believed that no service or (original) content should be
free, as companies offering them have costs to cover, making paywalls fair (fair
as nothing comes for free (T2.2 [FG1])). P1 (FG1) and P3 (FG1) framed
it respectively: I know that these are companies and these are people’s jobs. And
of course, they should be compensated and paid for it, and I don’t think things
should be free. [...] it’s people’s jobs. They’ve worked to create that content.

Participants believed that paywalls are fair if the options provided are pre-
sented honestly and transparently (fair if transparent (T2.3 [FG1, FG2])),
as P8 (FG2) put it, they can really understand what they are agreeing to.

Interestingly, participants had opposing opinions about whether cookie pay-
walls genuinely offer a choice. Those who believed people are not forced to take
any of the options, such as P2 (FG1), who said, I think they are entitled to put
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the options in front of us and we either accept or reject [the offer], deemed pay-
walls as fair (fair as users are not forced to take any options (T2.1 [FG1,
FG2, FG3])). As P7 (FG2) framed it, it’s a business model, when the company
does not receive your cookie, you either pay either leave the website [...] T think
it’s fair. However, those who believed that people do not truly have a choice
and are forced to select one of the two options, without the ability to reject all
cookies or at least accept only certain cookies based on their preferences, per-
ceived paywalls as unfair because forced to make a choice (T2.5). As P11
(FG3) put it: I don’t think having to pay or just accept all is fair [...] Fverything
feels forced. We don’t really have a choice. The perception of a lack of choice,
particularly the absence of a “reject all” option to access services or content, was
the most frequently mentioned factor in justifying their unfairness.

The requirement to either “accept all” or “pay” was also associated with being
forced to give up privacy, as P14 (FG4) framed it: pay or you don’t have your
data privacy and I don’t like at all. Additionally, some participants linked this
practice to “coercion”, as P13 (FG4) explained: [...] it forces people to actively
decide between privacy at a cost and free access with tracking [...J it could also feel
like coercion [...]. Similarly, it was compared to “blackmail”, particularly when
users needed access to essential content or services. As P11 (FG3) described:
They know we’re interested [in the information behind the paywall] and we’re
more likely to accept these absurd conditions. Of course, we’re not forced. We
can just leave the website, but if we’re there, because we probably have to get
that information, whatever information it is. So I feel it’s a bit like here’s a bad
option, here’s a worse option, you know? So it’s almost like blackmailing.

Additionally, paywalls were also perceived as unfair as privacy should
not be a privilege (T2.6 [FG4]). In FG4, privacy as a fundamental right was
discussed in relation to fairness. Participants believed that privacy should not be
treated as a privilege that people must purchase separately. As P14 (FG4) noted,
it feels a bit like a trap [...] why should I have to pay to keep my data private?
It kind of makes me think that privacy is being turned into a privilege which is
super unfair for me, especially because, as P13 (FG4) emphasised, paying for
privacy is not a viable option for everyone.

3.3 Expectations of cookie paywalls

Our analysis of the focus groups’ data revealed another theme related to expec-
tations of cookie paywalls (T3), as referred below.

The most frequently mentioned expectations across all focus groups were the
first two. Participants expressed frustration about being forced to choose between
options they did not want and wished for the existence of the option to
reject all cookies (T3.1). As P2 (FG1) and P6 (FG2) put it respectively: /.../
I think all cookie banners should have a reject-all option present. They shouldn’t
be able to lock you down by checking all the boxes, and I feel like I'm forced to
pay or to accept, in this cookie paywall. I think there should be an option to reject
also the cookie.
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Participants expected clearer and more trustworthy information regarding
the options presented to them, along with greater control over what they were
required to share (better ex-ante transparency and control of data prac-
tices (T3.2)). Particularly, they wanted to understand exactly what data was
being tracked, who would have access to it, and what they would gain if they
chose to pay. Additionally, they questioned why service providers required users
to accept “all cookies” and why they were not given more control over selecting
which cookies to accept. For example, P9 (FG2) believed that if I have some
more information about what’s being tracked and what’s being taken as data and
if I knew exactly what was being taken and what was being shared and with who,
they could make more informed decisions.

Participants also emphasised the need for information to be presented in a
trustworthy manner that did not feel manipulative or aimed at nudging them
toward a specific choice. As P1 (FG1) expressed, that wording about your data
will be sold to 300 plus vendors seemed a little bit manipulative and, kind of like
a threat or blackmail. So I think wording it in an honest way without making it
seem like a threat, your data will be sold, is really important [...].

The request for ex-ante transparency was not limited to the “accept” option
but also applied to the “pay” option. Participants expected mechanisms to ensure
the exclusivity of content. As further discussed in Section [3.4] accessing exclusive
content /services was one of the strongest motivations for paying when faced with
cookie paywalls. However, ensuring that the content was truly exclusive was
crucial, as P9 (FG2) stated: explain or try to explain better what the exclusive
content is or what you have to offer, how it’s different from other websites and
other sources [...].

In total, six participants from all the focus groups expected an additional
choice to have contextualised ads only (T3.3). They believed that contex-
tualised ads could provide a middle ground between consenting to personalised
ads and paying not to be tracked, allowing service providers to monetise while re-
specting users’ privacy. P8 (FG2) also referred to a business model where users
don’t have access to all the content and you get contextualized ads., and P14
(FG4) mentioned: [...] So the website would still be monetised, but I wouldn’t
have to pay neither with my information or with my money.

Some participants took a step further, believing that cookie paywalls should
not exist (T3.4 [FG2, FG3, FG4]). They criticised the business model and
questioned the necessity of paywalls, arguing that what is happening is not the
way they want to engage with the internet [...] It just feels like it’s really taking
advantage of people. (P10 (FG3)). One participant (P5 (FG2)) also pointed out
that there are sites that are running and that are earning money and don’t have
the cookie paywall. So it’s possible to run a site without it.

3.4 Factors influencing users’ pay-or-ok decisions in cookie paywalls

Participants mentioned numerous, sometimes contradictory, factors affecting
their behaviour/decisions on cookie paywalls, a theme (T4) addressing
RQ2. Those factors were said by participants to lead them to either 1) accept all
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cookies, 2) pay, or 3) leave the website if they deemed the choice unacceptable;
although some factors were discussed as leading towards not paying, without
specifying whether it would mean accepting the cookies or leaving the website.
Some factors were impacting participants’ decision-making ambivalently: the
same factor could be a reason to pay for one participant, and to accept for
another. This section only introduces the most cited factors in our focus groups,
cited across three or four focus groups for a total of at least 10 times.

The most prevalent factor was the access to exclusive content/service
(T4.1), heavily mentioned in all focus groups. Most participants valued the
possibility to access otherwise gated content, which would interest them, or that
they would need (e.g., for educational or professional purposes). P9 (FG2) ex-
plains If it’s something very exclusive and I can only see in this website, I will
probably pay, and P6 (FG2) maybe some information that I will have the access
to read it earlier than the others users that they don’t pay. So yes, in this sce-
nario also, I will pay. This factor is a typical example of an ambivalent factor.
For instance, for P2 (FG1), the need to access a specific content is first a reason
to accept cookies, but ultimately to access the content: If it’s a website that I
really don’t need to use, I wouldn’t use it. And then if I actually needed to use
it first, I guess I would accept the cookies and only as a last resort I would pay.
But the decision is often pondered, and some participants, such as P8 (FG2),
would first want guarantees on the exclusiveness of content: if I were to pay,
I would like to see what that exclusive content entails, if it’s really that it’s so
safe and interesting. However, it is important to highlight that in several cases,
the exclusive content was the only reason to pay invoked by participants, such
as P11 (FG3) But like I said, if it’s something I really need. So that’s the only
reason why I would still pay.

The second most prevalent factor was less a factor impacting the decision-
making than a blanket refusal to pay for cookie paywalls. Indeed, participants
defended across all focus groups that they would not pay regardless of the
situation (T4.2). P10 (FG3) resented the model generally speaking It’s like
almost like a moral principle or something. I feel, I couldn’t on my own. Yeah.
Principles, I know I couldn’t pay. When facing various mockups introduced in
our scenarios, participants consistently replied Same I wouldn’t, I wouldn’t pay,
I just accept all. (P3, FG1, regarding the different types of websites).

However, some factors would get participants more inclined to pay, such as
a cheap/fair subscription price (T4.3), a factor often mentioned in combi-
nation with other factors. P13 (FG4) details their conception of a fair price as T
would be willing to pay it if the price feels fair for the value. For P9 (FG2), the
price matters, but the content behind the cookie paywall remains crucial: The
price totally makes a difference, of course. But I keep what I said previously. It’s
all about what the content is. Whereas for P2 (FG1), the price is decisive, but so
is the removal of ads (we had given a rough estimation in euros): for less than
€5 a year. It would be nice to not have to see all those ads. Note that some par-
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ticipants were explicitly relating their choice to their economic situation, such as
P12 (FG3) who explains that they would not pay Well, because I’'m very poor. E|

Ads were seen as an ambivalent factor: towards consent when participants
were not bothered/influenced by ads (T4.4), or towards paying when they
wanted to get rid of (blocking) ads (T4.5). P1 (FG1) explains: normally
I accept all still because I'm not really a victim of advertising. I'm not prone
to buying things, but I actually like seeing ads that are dedicated to me or per-
sonalised for me. I don’t mind that, although they add I do agree that it’s a
concern for some people. P8 (FG2) feels differently and specifies I don’t really
like ads, especially if they are intrusive. If I’'m reading news or I'm reading a blog
or whatever, I don’t really like watching any kind of ads., a feeling even more
prominent in a context where ads cannot be blocked, such as YouTube, which
could justify paying.

A feeling of pervasive tracking and data sharing (T4.6) veered partic-
ipants towards giving consent. This feeling made them feel disempowered, and
according to them, made illusory the protection of their data and their privacy.
P12 (FG3) had given up on not being tracked: I would accept because ads and
tracking are not such an inconvenience, I am not going to pay 3 or €4 a month
just to avoid ads and the tracking, I find it almost impossible. I will be tracked
anyway. According to P7 (FG2), paying for privacy on one website cannot match
the data collection of big players: Well, by my opinion, if you are using the In-
stagram or the Facebook or the Snapchat or any other messenger, I would say
you already are giving your personal data.

Scenario 5, which investigated a (hypothetical) website transparent about
its data practices, backfired and triggered reactance from participants (although
the design reflected current practices [33]). Participants experienced a feeling of
perceived manipulation of content/design (T4.7). It led some participants
to believe that the website may want to trick them into paying by overplaying
the risks associated with accepting cookies, and eventually to leave the website
as a result. P1 (FG1) expressed that: Personally, I think the “your data will be
shared with 300 plus vendors” I know it’s being transparent, but I think it’s kind
of provocative in a way. They’re being transparent and they’re being honest. But
I think it’s written in a way that’s going to make people want to pay more. 1
would personally not visit this website.

Another important factor that inspired participants not to pay is the trust
in the service provider (T4.8). On the one hand, not enough trust in the
payment mechanism inspired aversion to it. P3 (FG1) explains: I more than
likely would not pay. It’s when you’re adding in your card details or giving away
your financial information. I have to feel 100% confident.. On the other hand,
trust could lead to accepting cookies, a possible explanation being that they feel
comfortable with data collection which they presumably deem acceptable and
non-abusive. P2 (FG1) shares that: if the website is not trustworthy and I really
don’t have to access that information, surely I will not accept the cookies and I

9 Recall from the demographics that half of our participants earned an annual net
income of less than €16500 a year, for a median net income of €21588 in the EU.
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will probably not even use the website. But if it’s something that I really need to
see and I actually kind of trust the website. So most likely I will accept the cookies.
From these perceptions, we note that trust never affected participants in a
way that would lead them to pay.

4 Discussion

This section discusses our findings concerning the research questions (Sections
and , contextualising participants’ perceptions, expectations, and decision-
making regarding cookie paywalls. We highlight how these perceptions often
diverge from the legal and normative assumptions underlying current imple-
mentations, especially regarding consent and user autonomy. We conclude by
offering design and policy recommendations (Section to address these gaps
and improve the legitimacy and usability of paywall models.

4.1 Cookie Paywalls Through Users’ Eyes: Objectives, Choice
Architecture, and Design Expectations

Perception of objectives. Most participants viewed cookie paywalls as pri-
marily driven by economic interests (T1.1), with websites as the clear financial
beneficiaries. Although some mentioned regulatory compliance (T1.3) or privacy
protection (T1.2), these reasons were far less cited. This imbalance suggests that
users perceive the model as primarily profit-oriented rather than as a mechanism
for ensuring legal compliance or safeguarding their data rights.

Perception of fairness. Fairness perceptions were complex, fluid, and context-
dependent. Among the 14 participants, 10 described cookie paywalls as unfair,
while 8 found them fair. These numbers include overlaps, as several partici-
pants expressed both perspectives depending on the situation. The unfairness
was largely tied to the absence of a “reject all” option (T2.5) and the sense of
coercion. At the same time, some participants justified fairness by pointing to
the user’s ability to leave the site (T2.1).

These contrasting perspectives reflect different interpretive frames: while par-
ticipants viewed the binary “pay-or-ok” model as unfair, some considered the
broader option of leaving the website as a form of fairness. This indicates that
cookie paywalls are seen as fair only in a narrow sense, when opting out entirely
remains a viable path. However, the prevalent feeling of being forced to choose,
or having “no real choice” but to leave, points to a deeper issue: a potential fail-
ure to meet the GDPR’s requirement for consent to be freely given, as defined
in Articles 4(11) and 7.

Moreover, our findings suggest a disconnect between perceived fairness and
user behaviour: those who deemed cookie paywalls unfair often refused to pay,
while those who considered them fair did not necessarily express willingness
to pay likewise. This gap highlights that fairness judgments do not necessar-
ily translate into acceptance or compliance, raising critical concerns about the
legitimacy of consent mechanisms under such models.
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Expectations. Participants shared a range of expectations about how cookie
paywalls should function, spanning issues of transparency, control, and alterna-
tives to the binary pay-or-ok model. While some expectations concerned immedi-
ate design choices, others reflected a broader desire for rethinking the underlying
model to provide more meaningful options for users.

First, participants wanted greater transparency and control over data prac-
tices (T3.2). They sought clarity on what data is collected /tracked, who accesses
it, what benefits payment offers, and why selective cookie consent is not allowed,
i.e. why there is a request to accept “all”.

Our study supports the legal requirements of transparency of personal data
practices because users also want such information. Under Article 5(1)(a) GDPR,
personal data processing must be transparent to users, requiring websites to in-
form them about the types of data processed, recipients (Art. 14), the associated
scope and consequences [14], and risks (Recital 39, GDPR). In practice, however,
users often ignore such information, leading to a privacy paradox, where stated
intentions and actual behaviours diverge [5].

Strycharz et al. [46] found that while legal information for consent can em-
power users, it may also reduce perceived risk, leading to a control paradox;
increased control over data sharing can raise users’ willingness to share.

Presentation and tone also mattered: participants reacted negatively to per-
ceived manipulation in content and design (T4.7). While this reaction might
have been influenced by our own design choices (see Section , it underscores
a key insight: users valued transparency presented with clarity and honesty, not
in ways that felt exaggerated or fear-inducing. This highlights that transparency
alone is insufficient; how information is framed is equally critical for fostering
trust and supporting informed, autonomous decisions.

A notable concern was the statement that “personal data may be shared
with 300 vendors”. Though legally compliant, our participants perceived it as
coercive, particularly when paired with a rigid ‘pay-or-ok’ structure. Such fram-
ing led users to feel pressured to either pay or agree to extensive data sharing,
undermining the notion of freely given consent.

These findings suggest that even when transparency requirements are met,
users may still feel manipulated, pointing to the need for addressing not only
formal compliance but also substantive fairness, and the real impact on user
autonomy and rights [29].

Second, many participants (9 out of 14) strongly expected a “Reject all”
option, which they saw as essential to fairness. They felt pressured by the bi-
nary structure of cookie paywalls and wanted the ability to avoid both paying
and consenting (T3.1). They also called for more granular control over cookie
preferences.

Courts and regulators have affirmed the legitimacy of placing a “reject all”
button at the first layer of consent [2], which in cookie paywalls would mean
rejecting all purposes. However, in practice, rejecting some purposes often trig-
gered the reappearance of the paywall, suggesting users are not truly allowed
to opt out. This reflects privacy theatre [43], where designs/technologies create
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the illusion of privacy protection while doing little or nothing to meaningfully
safeguard user data. This illusion of choice conceals manipulative design and un-
dermines freely given, meaningful consent. The frustration over limited control
and inability to fully customise purposes also relates to GDPR’s requirements
for granular consent (Recital 32) and purpose specification (Art. 5(1)(b)) [I5].

Third, participants expressed interest in alternative models, such as ac-
cessing content through contextualised ads rather than consenting to tracking or
paying (T3.3). Some saw contextual ads as a privacy-preserving compromise,
aligning with the Norwegian Consumer Council’s report advocating tracking-free
contextualised advertising as both GDPR-compliant and supportive of healthier
business models [36].

However, critics warn that contextual advertising may still enable profiling,
especially when AT tools analyse content and user behaviour [32]. This enables
neuroprogrammatic advertising, which targets individuals based on emotional
states and mood profiles, raising concerns about the intrusiveness of these so-
called privacy-friendly alternatives. Many vendors combine contextual and per-
sonal data [I], blurring boundaries between targeting methods.

Relatedly, Kyi et al. [24] found that users often accept personalised ads not
out of preference, but due to a perceived lack of alternatives. These findings
question the legitimacy of expanding targeted advertising in any form and reflect
a broader discomfort with the inflexible ‘pay-or-ok’ structure, further discussed
in our recommendations (Section [4.3)).

Finally, a few participants expressed that cookie paywalls should not exist at
all (T3.4), viewing them as exploitative and fundamentally incompatible with
how they believed the Internet should function.

4.2 Drivers of pay-or-consent choices on cookie paywalls: factors
shaping user decision-making

Pay decisions are driven by multiple factors in combination. From the
results of our study, there was no real ‘killer feature’, and no unique factor
that would sway participants towards paying, and eventually, most responses
encompassed multiple factors for a conditional answer: a cheap and easy way to
subscribe to authentic content on a set of trustworthy websites would trigger a
maybe I will pay.

Users resent cookie paywalls and would likely never pay. Several partic-
ipants across several focus groups repeated that they would not pay regardless
of the situation (T4.2), suggesting a general sentiment of resentment towards
the business model of cookie paywalls (recall that economic reasons were most
invoked by participants), in line with their perception of relative unfairness of
cookie paywalls, and the expectation to be able to reject all cookies without
detriment. The fact that users consent to tracking to access content, since they
cannot pay, could be framed as a sign of economic coercion, which fundamentally
undermines the validity of consent under the GDPR.

Access to exclusive content influences users’ decisions to pay or to
consent. The most impactful factor driving the behaviour of participants was
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the access to exclusive content (T4.1), with several participants requesting guar-
antees behind the exclusiveness of this content. Note that participants were as
willing to pay as they were to accept consent to cookies to access content. Several
participants implied that, by expecting a “reject all” option, they would prefer
not to have to make the choice between paying or consenting to access the desired
content. For those with sufficient time, looking for content elsewhere was also
mentioned as an alternative, while paying was mostly an option for participants
with sufficient financial means; accepting tracking being a sort of resignation for
those with neither time nor money.

A cheap or fair price factor might influence a few users to pay. Some
participants were willing to pay in case of a cheap or fair price (T4.3). However,
this factor was unsurprisingly articulated with their financial means, with less
wealthy participants stating that they would not pay because they are poor. This
economic barrier raises concerns about the scalability of this model: if users are
reluctant to pay for one website at the moment of this study, they might not
pay for several websites or other types of online services (such as social media)
in the future if cookie paywalls become even more prevalent.

This factor should be interpreted in the light of another, albeit less cited
factor on the possibility of accessing multiple services in a single pay-off (poten-
tially selected by the user) (T4.17). Few participants declared that paying for
a single website doesn’t make sense (P14, FG4), while very few suggested that
a (cheap) subscription granting access to several websites (P2 (FG1) mentioned
50) could make the offer acceptable. This is currently a reality of several websites
granting access up to 500 other websites under a single payoff subscription (see
the case of the subscription management platform “Contentpass” used by several
German-speaking websites) [§].

In addition, the economic barrier mentioned prompts critical reflection on
data protection and privacy as fundamental rights. When assuring these rights
become something one must pay for, these models risk introducing or amplifying
socioeconomic discrimination. Those with limited financial means are forced to
consent and exchange their personal data to access content, while wealthier users
can simply buy their way out of tracking. As such, the model divides users into
two classes: those who can afford these rights and those who cannot. This has
profound implications for the exercise of consent. Consent given under financial
pressure, when users might have preferred to pay but could not, is not freely
given in the legal sense. This undermines the very foundations of data protection
requirements like freely given, informed consent, and the fairness principle, as
enshrined in GDPR. These findings challenge the fairness and legitimacy of
monetising the right to data protection through paywalls, especially when such
systems are deployed at scale.

4.3 Recommendations

Rethinking the business model. Our study indicates that the ‘pay-or-ok’
model is viewed as profit-driven, widely perceived as unfair, and not enabling
users to make a meaningful choice. Willingness to pay emerges only under low
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pricing and favourable economic conditions. Even flexible models like multi-
website bundled prices (e.g. “one subscription unlocks 500 websites”) do not
assure a paying decision. These findings align with prior work confirming that
users consent to tracking nearly 99% of the time [35]. In its current state, the
model does not reflect users’ expectations, nor the protection of their personal
data. This is especially relevant given the increasing prevalence of this model [45].
Regulators must critically reconsider the model’s legitimacy in the light of users’
expectations, adequately balancing the economic needs of the sectors concerned,
the free circulation of information, and fundamental rights. At the minimum,
essential services (e.g., political news, education, health) should be protected
from these monetisation models that force people to choose between personal
(and sensitive) data [49] and access. Ultimately, these findings could support
a reflection on how these models risk eroding trust in EU digital law, if users’
actual experiences with this model feel systematically rigged. Considering future
legislative efforts, we recommend that the future Digital Fairness Act (DFA) [12]
explicitly prohibits this model.

Third-option. Several participants suggested an additional choice, such as hav-
ing contextualised ads only, or a reject all button (T3.3 and T3.1), as a possible
middle ground. These findings align with the recent EDPB opinion [II], which
states that offering binary choices “should not be the default way forward”. In-
stead, controllers should provide an equivalent alternative that neither requires a
fee nor involves processing personal data for behavioural advertising. Less intru-
sive advertising models, such as contextual, general, or topic-based advertising,
are cited as viable examples. Let us, however, note the following. As pointed
out in Section contextualised advertising does not necessarily lead to a
privacy-friendly business model; certain conceptions free of personal data col-
lection (outlined by Forbrukerradet [36]) may then provide a better alternative
than others. Also, the provision of contextualised ads must nonetheless respect
the wish of users to be informed about why they see certain ads, be able to be
provided with other ads, and their noninvasive integration within interfaces.

Free Trial. Participants proposed the integration of a free trial that would make
them more inclined to pay. Access to a free trial and previews can be a means to
assess whether the content is authentic and original (which is also a factor playing
in favour of fairness T2.4). This option is actually already available on some
cookie paywalls, such as Contentpass (a leading SMP), but not on Freechoice
(the other main SMP). The rise of Al-generated content reinforces the appeal
of free trial models as an increasing number of websites now offer low-quality
articles produced by Large Language Models (LLMs) [38]. Participants saw such
content as emblematic of what they would not be willing to pay for, describing it
as lacking in effort and human involvement. These concerns highlight a growing
scepticism toward automated content and a corresponding expectation that paid
content should reflect human labour, editorial oversight, and authenticity.

Criteria for exclusivity and authenticity. Participants request mechanisms
to ensure the exclusivity and authenticity of content, which would make them
perceive cookie paywalls as more fair (T2.4). Participants’ need for reassurance
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from organisations regarding privacy-related decisions is a finding in line with
previous research [23]. User-facing accountability mechanisms that assure such
unique attributes across online services are expected for these models. Hence,
regulators must define what constitutes exclusivity and authenticity of services.
Ezclusivity should be understood as offering original reporting, proprietary ma-
terial, and should not consist merely of aggregated third-party content, subject
to independent audits or self-certifications. Authenticity, in turn, requires that
content be produced by identifiable and credible authors or creators, subject to
editorial oversight or quality control. Where Al-assisted content generation is
employed, clear labelling and editorial supervision must be ensured.
Subscription management. Trust in service providers heavily affects users’
decisions, and users distrust payment mechanisms they perceive as unsafe (T4.8),
although paying via credit card over encrypted communication — a typical means
to pay online — is generally considered safe. Offering familiar and trusted pay-
ment options can help boost user trust. In this line, it is relevant to minimise the
amount of personal data required for the subscription and to ensure that users
can easily cancel subscription renewals [42]. We further highlight the need to
examine the role of SMPs, like Contentpass, especially when they bundle access
to hundreds of sites and obscure the relationship between users and individual
services.

5 Conclusion

This study explored user perceptions and decision-making around cookie pay-
walls, revealing context-dependent and often ambivalent views. Participants larg-
ely perceived cookie paywalls as profit-driven, with fairness assessments shaped
by factors, such as the availability of meaningful choices, transparency in data
practices, and the authenticity of paid content. While certain conditions like
exclusive content, fair pricing, and trusted service providers could, in theory,
motivate payment, most participants clearly expressed their reluctance or un-
willingness to pay.

A strong expectation for alternatives, such as a “reject all” option or the
ability to access content via contextual ads, emerged throughout the discus-
sions. These findings raise important questions about the nature of meaningful
consent and the broader implications of monetising the rights to data protection
and privacy. When these rights hinge on financial means, there is a risk of rein-
forcing inequality, potentially challenging the freely given consent requirement
under GDPR. Future research could engage with service providers to better un-
derstand their motivations and incentives behind implementing cookie paywalls.
Capturing the perspectives from both sides could help bridge the gap between
user expectations and business realities. In addition, broader and more diverse
participant samples, combined with quantitative methods, could help validate
and expand on the insights of our study, revealing demographic patterns and
further nuances in how users across different contexts perceive and respond to
cookie paywalls.
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A Focus group study materials and analysis

A.1 Demographic questions

Here we list the demographic questions our participants were requested to an-
swer. Note that all the questions had a “Prefer not to answer” option and there-
fore were optional.

1) What is your age? 18-24, 25-34, 35-44, 45-54, 55-64, +65

2) How do you identify yourself? Female, Male, Non-binary

3) What is your latest educational degree/level? Middle School, High School,
BSc, MSc, PhD

4) What is your latest educational degree/level? - What is (was) your field
of study (if applicable)?

5) How would you rate your confidence in using computers and navigating
the internet? 1 = Not confident at all, 2 = Slightly confident, 3 = Moderately
confident, 4 = Confident, 5 = Very confident.

6) How would you describe your ability to understand and manage cookie
consent banners? 1 = I don’t understand cookie banners and find them difficult
to manage, 2 = I have a basic understanding of cookie banners but often struggle
to manage them, 3 = I understand cookie banners well enough but sometimes
need clarification, 4 = I am confident in understanding and managing cookie
banners with minimal difficulty, 5 = I fully understand cookie banners and have
no issues managing them.

7) What is your current work situation? Employed or self-employed, Looking
for a job, Studying, Others 8) What is your monthly income after tax? Less than
15,000 SEK, Between 15,000 and 25,000 SEK, Between 25,000 and 35,000 SEK,
Between 35,000 and 45,000 SEK, More than 45,000 SEK.

A.2 Thematic analysis

First, two authors independently read the transcripts to familiarise themselves
with the content and held an initial discussion on excerpts relevant to the re-
search questions, specifically: (1) factors influencing participants’ behaviour to-
ward cookie banners and paywalls, and (2) their perceptions and expectations of
these mechanisms. Next, both authors individually coded the first focus group
based on their discussion, and later refined and reviewed their codes in a joint
meeting until they reached a consensus, resulting in a more structured codebook.
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Using this refined codebook, they proce
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eded with the remaining focus groups, re-

peating the process for each until all were analysed and a final, refined codebook
was established. Finally, the codes were systematically merged into overarching

themes through a collaborative effort.

A.3 Mockups presented in the focus groups

Continue with targeted ads and tracking

Accept all

See our privacy center to withdraw your consent

Or pay to access free of ads, free of tracking

Pay 30 SEK/month

Continue with targeted ads and tracking

Accept all

See our privacy_center to withdraw your consent

Or pay to access free of tracking

Pay 30 SEK/month

Only contextual ads

(a) Scenario 1: two options (a) tracking-
(bottom).

free and ad-free (top) and (b) ad-free only

Continue with targeted ads and tracking

Accept all

See our privacy center to withdraw your consent

Or pay to access free of ads, free of tracking

Pay in one click
30 SEK/month

(b) Scenario 2: One-click payment

Continue with targeted ads and tracking

Accept all

Or pay to access free of ads, free of tracking
And get access to exclusive content!

Pay 30 SEK/month

See our privacy center to withdraw your consent

(c) Scenario 3:

Exclusive content

Fig. 1a: Mockups presented in our focus groups.
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Continue with targeted ads and tracking

Accept all

See our privacy center to withdraw your consent

Or pay to access free of ads, free of tracking

Pay 5 SEK/month

Continue with targeted ads and tracking

Accept all

See our privacy center to withdraw your consent

Or pay to access free of ads, free of tracking

Pay 60 SEK/year

(d) Scenario 4: Cheap price: a) monthly subscription, b) yearly subscription (no dis-

count)

Continue with targeted ads and tracking
Your data will be shared with 300+ vendors

Accept all tracking

See our privacy center to withdraw your consent

Or pay to access free of ads, free of tracking

Pay 30 SEK/month
Protect your privacy

(e) Scenario 5: Transparency on third-party information sharing

Continue with targeted ads and tracking

Accept all

See our privacy _center to withdraw your consent

Or pay to access recipes.com %
Free of ads, free of tracking

Pay 30 SEK/month

Continue with targeted ads and tracking

Accept all

See our privacy center to withdraw your consent

Or pay to access sports.com (%
Free of ads, free of tracking

Pay 30 SEK/month

Continue with targeted ads and tracking

Accept all

See our privacy_center to withdraw your consent

Or pay to access nostress.com §
Free of ads, free of tracking

Pay 30 SEK/month

Continue with targeted ads and tracking

Accept all

See our privacy _center to withdraw your consent

Or pay to access shopexpress.com *
Free of ads, free of tracking

Pay 30 SEK/month

(f) Scenario 6: Various types of websites

Fig. 1b: Mockups presented in our focus groups.
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Table 3: Full codebook resulting from our thematic analysis
Themes Codes

. T1.1 Monetary purpose for the websites - make money either way
T1 Users’ perceptions of

cookie paywalls’ objective T1.2 To maintain users’ privacy

T1.3 To comply with regulations

T2.1 Fair as users are not forced to take any options
T2.2 Fair as nothing comes for free

T2 Perception of fairness of | T2.3 Fair if transparent

cookie paywalls T2.4 Fair if authentic and original content

T2.5 Unfair because forced to make a choice (can’t reject)
T2.6 Unfair as privacy should not be a privilege

T3.1 A third option - Reject all

T3 Expectations of cookie | T3.2 Better ex-ante transparency and control of data practices
paywalls design T3.3 Additional choice to have contextualized ads only

T3.4 Cookie paywalls should not exist

T4.1 Access to exclusive content/service (regularly)
T4.2 Not paying regardless of the situation

T4.3 Cheap/fair subscription price

T4.4 Not bothered /influenced by ads

T4.5 Get rid of (blocking) ads

T4.6 Feeling of pervasive tracking and data sharing
T4.7 Perceived manipulation of content/design
T4.8 Trust in the service provider

T4.9 Feeling of discomfort because of wordings

T/ Factors affecting T4.10 Limited personal budget
behaviour/decisions on T4.11 Perceived unreasonable data collection for payment
cookie paywalls T4.12 Information should be free to access

T4.13 Perceived feeling of safety because of other means in place
T4.14 Lack of knowledge about cookie collection/tracking
T4.15 Lack of perceived benefit from paying

T4.16 Ex-ante transparency on data practices

T4.17 Single pay-off, multiple services

T4.18 Aversion towards subscriptions

T4.19 Perceived sensitivity of context of service/content

T4.20 Protect their privacy

T4.21 Resentment of the business model
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